Додаток Л

до п.п. 3.14

**(Ф \_\_- \_\_\_)**

**Навчально-науковий Юридичний інститут**

**Кафедра** **конституційного і адміністративного права**

**Затверджую**

Зав. кафедри \_\_\_\_\_\_\_\_ Ю.І. Пивовар

«\_\_\_\_\_\_»\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_20\_\_\_р.

**Модульна контрольна робота №1**

**з дисципліни «Забезпечення прав людини і громадянина в інтернет-просторі»**

**Варіант №1**

І. Теоретичне завдання

1. Потреба у вирішення спорів онлайн зявилася у \_\_\_\_\_\_ роках.

2. Дати визначення “ICANN UDRP”

3. ICANN UDRP було прийнято у \_\_\_\_\_\_ р.

4. Чи мають рішення UDRP законну силу?

так \_\_\_\_ ні\_\_\_\_

5. Принципи належності правової процедури:

А .Прозорість Б.Доступність

В. Незалежність Г.Своєчасніть

Д.Територіальність Є. Чесність

6. Відповідно до Стратегії кібербезпеки України затвердженій указом Президента України від 15 березня 2016 року № 96/2016 загрози кібербезпеці актуалізуються через дію таких чинників, зокрема, як:

А. невідповідність інфраструктури електронних комунікацій держави, рівня її розвитку та захищеності сучасним вимогам;

Б.недостатній рівень захищеності критичної інфраструктури, державних електронних інформаційних ресурсів та інформації, вимога щодо захисту якої встановлена законом, від кіберзагроз;

В. безсистемність заходів кіберзахисту критичної інфраструктури;

Г. недостатній розвиток організаційно-технічної інфраструктури забезпечення кібербезпеки та кіберзахисту критичної інфраструктури та державних електронних інформаційних ресурсів;

Д. недостатня ефективність суб'єктів сектору безпеки і оборони України у протидії кіберзагрозам воєнного, кримінального, терористичного та іншого характеру;

Е. недостатній рівень координації, взаємодії та інформаційного обміну між суб'єктами забезпечення кібербезпеки.

7. Дати визначення онлайн шахрайства

8. Дати визначення кард-шаріну

9. Дати визначення евб – доступністі

А. Участь людей з обмеженими фізичними властивостями

Б. Зібрання, обєднання та участь онлайн

В. Рушійна сила управління інтернетом

10. Офлайн прав, які мають застосовуватися он-лайн (назвіть 4)

ІІ. Практичне завдання

1. Реалії та проблеми діяльность Кіберполіції в Україні

2. Діяльність Інтерполу та Європолу в боротьбі з кіберзлочинністю

Викладач \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_